
PRIVACY POLICY 
NIKOSAX A/S 

 
1. GENERAL PROVISIONS 
1.1. NIKOSAX A/S (hereinafter – Company or we) is aware that protection of privacy is an important 

factor when you visit our website, register via the self-service portal, and communicate with 
us as your partners or clients. We take the protection of your privacy very seriously, therefore 
we have prepared this privacy policy (hereinafter – Privacy Policy) which explains how we 
process and protect your personal data and which of your rights we ensure, as well as provides 
other information about the processing of your personal data. 

1.2. The term "personal data" used in this Privacy Policy (hereinafter – Personal Data) shall mean 
any information or set of information by which we may directly or indirectly identify you, such 
as your name, e-mail address, telephone number, etc. 

1.3. We process your Personal Data in compliance with the General Data Protection Regulation No 
2016/679 (EU) (hereinafter – GDPR), the regulatory requirements of the Kingdom of Denmark, 
and the instructions of the controlling institutions. 

1.4. This Privacy Policy applies when you order and use our services, visit our website at 
https://www.nikosax.com/en/ (hereinafter – Website), register via the self-service portal, 
visit our accounts on the social networks LinkedIn and Youtube (hereinafter – Social Accounts), 
visit our premises, and contact us by phone, e-mail, or in other ways.  

1.5. The Website, Self-Service Portal and the Social Accounts may contain links or may redirect you 
to external websites, such as the websites of our business partners, or companies of the group. 
Please note that these websites have their own separate privacy policies and we do not control 
the collection of Personal Data on these websites. Before providing your Personal Data on these 
websites, we encourage you to first read their privacy policies. 

1.6. Please read this Privacy Policy carefully. If you use our services, use our Website, register via 
the self-service portal ,visit our Social Accounts or contact us, we shall assume that you have 
read the Privacy Policy. If you do not agree with the Privacy Policy, we will not be able to 
provide you with all or part of our services, provide you with the information that you need, 
etc. 

1.7. This Privacy Policy may be amended. Please visit our Website or Self-service portal from time 
to time to read the latest version of this Privacy Policy. 

 
2. WHO ARE WE? 
2.1. Your Personal Data Controller is NIKOSAX A/S, data is collected and processed in the Central 

Business Register of Denmark, legal entity code 87219712, address Lejrvejen 8 DK-6330 Padborg, 
Kingdom of Denmark. 

2.2. Contact our data protection officer: by phone +370 (628) 11111, by e-mail info@nikosax.dk.  
 

3. WHICH PERSONAL DATA DO WE PROCESS? 
3.1. We process Personal Data obtained in the following ways: 

3.1.1. When you provide us with Personal Data, for example, when you register via the self-
service portal, order our services, contact us by phone or e-mail, enter into contracts 
with us, etc.; 

3.1.2. When your Personal Data is collected while you are using the Website, the Self-Service 
Portal, the Social Accounts, while you are visiting our premises with video surveillance, 
etc.; 

3.1.3. When we receive your Personal Data from other persons, such as your employers, state 
or local authorities or bodies, public registers, our partners, companies administering 
payments, etc. 

3.2. When providing your own Personal Data and the Personal Data of others (employees, etc.), you 
shall be responsible for the accuracy, completeness and relevance of such Personal Data, as 
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well as the consent of other persons to the provision of their Personal Data to us. We may ask 
you to confirm that you have the right to provide or receive the data of another person. If 
necessary (for example, when a person contacts us regarding the receipt of his/her Personal 
Data), we will indicate you as the provider of such data. 

3.3. We process your Personal Data for the following purposes and under the following conditions: 

Purpose of 
Personal Data 
processing 

Processed Personal 
Data 

Personal Data 
processing periods 

Legal basis for the 
processing of Personal Data 

Registration in 
Self-Service 
Portal, use of 
account, user 
identification, 
provision of 
services. 

 

Name, surname, 
username, e-mail, 
password, phone 
number, workplace 
information, job 
information, position, 
relationship with the 
represented legal 
entity, service and 
account usage history, 
content associated 
with services and 
account, content of 
other users, 
information about the 
services ordered and 
used and changes 
therein. 

During the period of 
use of the account 
and 5 years after 
the last login to the 
account, and in case 
of revocation of the 
consent – until the 
expiry of the 
consent (when data 
are processed on 
the basis of 
consent). 

Consent of the data subject to 
the processing of such data 
(Article 6(1)(a) GDPR) 

Legitimate interests of the 
data controller or a third 
party (Article 6(1)(f) GDPR) 

Service quality 
management 
and services 
related 
communication. 

Name, surname, 
username, e-mail, 
phone number, 
workplace 
information, job title, 
relationship with the 
represented legal 
entity, information 
needed to address 
quality of service 
issues, content of the 
request and response 
to the request. 

During the 
administration of 
the question and 5 
years after the end 
of the 
administration of 
the question or the 
last contact. 

Consent of the data subject to 
the processing of such data 
(Article 6(1)(a) GDPR) 

 

Legitimate interests of the 
data controller or a third 
party (Article 6(1)(f) GDPR) 



Provision of 
VAT and excise 
duty refund 
services. 

Name, surname, 
position, represented 
legal entity, 
relationship with the 
represented entity, e-
mail, phone, signature 
on documents, self-
service portal login 
details, 
communication data, 
information on how to 
use the self-service 
account. 
 

During the term of 
the agreement/ 
relationship and for 
10 years after the 
expiration of the 
agreement/ 
relationship, unless 
a longer mandatory 
retention period is 
applied. 
 

Consent of the data subject to 
such data processing (Article 
6 (1) (a) of GDPR); 
 
Data processing is necessary 
for the conclusion and 
performance of the contract 
(Article 6 (1) (b) of GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 

Conclusion and 
performance of 
agreements 
necessary for 
the Company's 
activities, other 
internal 
administration. 
 

Name, surname, 
personal 
identification number 
(if required), phone, 
e-mail, address, 
represented legal 
entity, relationship 
with the legal entity, 
position, workplace, 
individual activity 
certificate no,  other 
data required for 
cooperation. 
 
 

During the service/ 
cooperation period 
and for 10 years 
after the end of the 
provision of 
services/ 
cooperation, unless 
a longer mandatory 
retention period is 
applied. 

Data processing is necessary 
for the conclusion and 
performance of the contract 
(Article 6 (1) (b) of GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 

Performance of 
financial 
operations, 
accounting, 
fulfilment of 
tax obligations, 
debt 
management. 

Name, surname, e-
mail, phone, position, 
address, represented 
legal entity, 
relationship with the 
legal entity, VAT 
code, bank account 
no,  credit institution, 
payment information, 
debt information, 
payment 
administrator's data, 
tax document 
information, 
communication data.  

In accordance with 
the legal acts 
governing financial 
transactions and 
accounting; 
 
Data that does not 
fall within the scope 
of retention of the 
aforesaid legal acts 
shall be retained for 
the entire period of 
validity of the 
contract or 
relationship and for 
10 years after the 
expiration of the 

Data processing is necessary 
for the conclusion and 
performance of the contract 
(Article 6 (1) (b) of GDPR); 
 
Aim to fulfil a legal obligation 
to which the controller is 
subject (Article 6 (1) (c) of 
GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 
 



contract or 
relationship. 

Management, 
maintenance 
and 
improvement of 
the Website, 
Self-Service 
Portal and 
Social 
Accounts. 

IP address, data 
collected through the 
Website's or Self-
Service Portal’s 
cookies and settings, 
used browser, date 
and time of 
connection, model 
and manufacturer of 
mobile device, 
operating system of 
mobile device, data 
collected through 
integration of the 
Social Accounts. 

Website data shall 
be retained for up 
to 2 years; 
 
Information on the 
Linkedin and 
Youtube social 
network accounts 
shall be retained 
according to the 
terms and 
conditions set by 
the owner of these 
networks. 

Consent of the data subject to 
such data processing (Article 
6 (1) (a) of GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 

Administration 
of inquiries 
about the 
Company's 
activities, 
submission of 
responses to 
inquiries. 

Name, surname, e-
mail, phone, 
represented legal 
entity, relationship 
with the entity, 
contents of inquiries 
and responses 
thereto. 

During the 
communication 
period and 1 year 
after the end of the 
communication; 
 
In remote 
communication 
programs - 
according to the 
program settings, 
but not longer than 
for 1 year after the 
end of the 
communication; 
 
Personal Data 
processed on the 
basis of consent 
shall be retained as 
specified, unless the 
person revokes 
his/her consent. 

Consent of the data subject to 
such data processing (Article 
6 (1) (a) of GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 

Performance of 
direct 
marketing, 
submission of 
news. 

Name, surname, e-
mail, phone, 
information on 
reading (opening) a 
newsletter.  
 

Data shall be 
retained for 5 years 
from the date of 
receipt of the 
consent and, if the 
consent is revoked, 
until the expiration 
of the consent.  

Consent of the data subject to 
such data processing (Article 
6 (1) (a) of GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 



Settlement of 
claims and 
disputes. 

Name, surname, e-
mail, phone, 
represented legal 
entity, relationship 
with the represented 
entity, address/ 
delivery address, 
contents of the claim 
or other similar 
document, 
information/ 
documents related to 
the dispute/ claim.  

For the entire 
period of the 
dispute/ claim and 
for 3 years after the 
end of the out-of-
court dispute/ 
claim, and for 10 
years after the end 
of the judicial 
dispute, unless a 
longer mandatory 
retention period is 
applied. 

Aim to fulfil a legal obligation 
to which the controller is 
subject (Article 6 (1) (c) of 
GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 
 

Evaluation and 
selection of 
candidates for 
an offered job 
position. 

Name, surname, e-
mail, phone, address, 
data on education and 
activity, contents of 
resume (CV), other 
information required 
for the selection/ 
evaluation of a 
candidate, or 
information provided 
by the candidate. 

Data shall be 
retained for the 
entire duration of 
the selection period 
and for 3 months 
after it, unless the 
person revokes 
his/her consent 
earlier. In such a 
case, Personal Data 
shall be retained 
until the expiration 
of the consent. 

Consent of the data subject to 
such data processing (Article 
6 (1) (a) of GDPR); 
 
Legitimate interests of the 
controller or of a third party 
(Article 6 (1) (f) of GDPR). 

You shall have the right to object or revoke your consent to the processing of your data at any time 
when data is processed on the basis of your consent.  
3.4. Our Social Accounts provides information about us, our services, and our activities. In addition 

to this Privacy Policy, users of the Social Accounts shall also be subject to the privacy policies 
and regulations of the managers of the social networks that contains the Social Accounts. When 
you contact us via our Social Accounts, we may see certain information on your account, 
depending on your chosen social network privacy settings. If you post information when 
communicating with us via the Social Accounts, the information that you post may be made 
public, depending on your chosen privacy settings (for example, your comments, feedback, etc. 
may be displayed). 

3.5. In some cases, we may send you messages related to our services or call you, for example, to 
notify you of the progress of the provided services, remind you to pay an invoice, etc. Such 
notices are necessary for the proper provision of services and are not considered to be 
promotional notices. 

3.6. You have the right to change and update the information that you have provided to us. In some 
cases, we need to have accurate, up-to-date information about you, therefore we may ask you 
to periodically confirm that the information we have about you is correct.  

 
4. HOW DO WE USE YOUR PERSONAL DATA AND WHAT PRINCIPLES DO WE FOLLOW? 
4.1. We only collect and process Personal Data that is necessary to achieve the specified purposes 

of the processing of Personal Data.  
4.2. When processing your Personal Data, we: 

4.2.1. Comply with the requirements of current, applicable legal acts, including the GDPR; 
4.2.2. Process your Personal Data in a lawful, fair and transparent manner; 



4.2.3. Collect your Personal Data for specified, clearly defined and legitimate purposes, and do 
not process it in a way incompatible with those purposes, except to the extent permitted 
by law; 

4.2.4. Take all reasonable measures to ensure that Personal Data that is inaccurate or 
incomplete, by considering the purposes for which it is processed, is immediately 
rectified, supplemented, the processing thereof is suspended, or it is destroyed; 

4.2.5. Will retain it in a form that enables to identify you for no longer than is necessary for the 
purposes for which the Personal Data is processed; 

4.2.6. Will not provide or disclose your Personal Data to third parties other than as set forth in 
the Privacy Policy or applicable legal acts; 

4.2.7. Will ensure that your Personal Data is processed securely. 
 

5. TO WHOM AND WHEN DO WE TRANFER YOUR PERSONAL DATA? 
5.1. We will only transfer your Personal Data as described in this Privacy Policy.  
5.2. We may transfer your Personal Data to: 

5.2.1. Our partners and consultants such as auditors, lawyers, and other persons with whom we 
cooperate in the performance of our activities. 

5.2.2. Our Personal Data processors, who provide services/perform works for us (e. g. website 
hosting providers, courier and parcel shipment service providers, security service 
providers, document archiving service providers). 

5.2.3. Operators of social networks that we use to communicate with you, and providers of 
services related to the Website: 
5.2.3.1. LinkedIn Ireland Unlimited Company (Ireland) and LinkedIn Corporation (USA) 

(data is securely transferred to the service provider by signing the standard 
contractual clauses for data transfers between EU and non-EU countries 
approved by the European Commission); 

5.2.3.2. Google Ireland Ltd. (Ireland) and Google Inc. (USA) (data is securely transferred 
to the service provider by signing the standard contractual clauses for data 
transfers between EU and non-EU countries approved by the European 
Commission). 

5.2.4. State or local self-government institutions and bodies, law enforcement and pre-trial 
investigation bodies, courts and other dispute resolution bodies, and other persons 
performing the functions assigned by law, in accordance with the procedures provided for 
by the legal acts of the Kingdom of Denmark. 

5.2.5. Other third parties such as legal service providers, finance, credit and payment 
institutions, etc. 

5.2.6. Undertakings that belong to the same group of companies as the Company, which can be 
located in and outside of the EEA.  

5.2.7. If necessary, to companies that intend to purchase or are purchasing the Company's 
business, or are engaging in joint ventures or other forms of cooperation with us, as well 
as companies established by us. 

5.3.  We normally process Personal Data within the EU/EEA, however in some cases, for example, in 
order to properly provide you with services or in case of other necessity,  your Personal Data may 
be transferred outside the EU/EEA. Your Personal Data will only be transferred outside the EU/EEA 
subject to an adequate level of personal data protection and only under at least one of the 
following conditions: 
5.3.1. Data processing or data provision agreements are signed with data recipients, based on 

the standard contractual clauses approved by the European Commission; 
5.3.2. A special permit was obtained from the Danish Data Protection Agency to carry out 

transfer of data outside the EU/EEA; 



5.3.3. On the basis of a decision  adopted by the European Commission on the suitability of the 
country in which our partner is established. Such a decision means that the country 
ensures an adequate level of security of Personal Data; or 

5.3.4. You have given your consent to the transfer of your Personal Data outside the EEA.  
 
6. WHAT RIGHTS DO YOU HAVE?  
6.1. As a data subject, you shall have the following rights regarding your Personal Data: 
Your right Scope of implementation of the right 
Know (be informed) about 
the processing of your 
Personal Data (right to 
know) 
 

You have the right to receive information about the processing of 
your Personal Data in a concise, simple and understandable 
language. 

Familiarize with your 
Personal Data and with the 
procedures for processing 
such data (right to access) 
 

This right means that you can ask us to provide: 
• Confirmation that we are processing your Personal Data; 
• List of your processed Personal Data; 
• List of purposes and legal grounds for the processing of your 

Personal Data; 
• Confirmation on whether we are sending your Personal Data to 

third countries, and if so what security measures have been 
taken; 

• The source of your Personal Data; 
• Information on whether profiling is applied; 
• Data retention period indication. 
We will provide the aforesaid information if this does not violate 
the rights and freedoms of others. 
 

Right to request to rectify 
or update incomplete 
personal data in 
accordance with the 
Personal Data processing 
purposes (right to 
rectification) 
 

Applied if our information related to your Personal Data is 
incomplete or inaccurate. 

Request to erase your 
Personal Data or suspend 
the processing thereof 
(excluding retention) (right 
to have personal data 
erased and right to be 
forgotten) 

Applied if: 
• The information that we have is no longer needed to achieve 

the set purposes; 
• We process your data with your consent and you decide to 

withdraw this consent; 
• We process data based on legitimate interests and, after the 

receipt of your request, it is determined that your private 
interests override ours;  

• Information was obtained illegally. 
 

Request us to restrict the 
processing of your Personal 
Data due to legitimate 
reasons (right to restrict 
processing) 

This right can be exercised while we analyse the situation, i.e.: 
• If you dispute the accuracy of the information; 
• If you object to the processing of your Personal Data when such 

processing is carried out in accordance with legitimate 
interests; 



• We use information unlawfully, however you object to the 
erasure of such information; 

• We no longer need the information, however you are asking us 
to retain it for litigation purposes. 
 

Right to data portability This right can be exercised if you have provided your data and we 
process it automatically, based on your consent or an agreement 
concluded with you. 
 

Right to object to the 
processing of Personal Data 

This right may be exercised when such data processing is carried 
out for the legitimate interests of the data controller or a third 
party. We may refuse to exercise this right if we prove that we 
need to process your data for compelling legitimate reasons which 
take precedence over your interests. 
You may also object at any time to the processing of your Personal 
Data for direct marketing purposes, including profiling, as far as it 
relates to such direct marketing. 
 

Right to withdraw consent You can withdraw your consent to process Personal Data at any 
time, if such data is processed on the basis of consent. 
 

Right to submit a 
complaint to a supervisory 
authority 

You can apply to the authority responsible for the supervision and 
control of personal data protection legislation – the Danish Data 
Protection Agency. We aim to resolve disputes, therefore we ask 
you to contact us first. 

 
6.2. If you do not want your Personal Data to be processed for direct marketing purposes, including 

profiling, you may opt out of such processing without providing any reasons for such refusal by 
writing an e-mail to info@nikosax.dk, or notifying us in another way specified in the message 
sent to you (for example, by clicking on the appropriate link in the newsletter).  

6.3. We may refuse to exercise the rights listed above, except for the right to refuse the processing 
of Personal Data for direct marketing purposes or in other cases where Personal Data is 
processed with your consent, where your request allows us not to comply with the provision of 
the GDPR, or, where required by law, it is necessary to ensure the prevention, investigation 
and detection of criminal offenses, breaches of official or professional ethics, and the 
protection of the rights and freedoms of the data subject, of us, and of other persons. 

6.4. You may submit to us in writing any request or instruction related to the processing of Personal 
Data by e-mail to info@nikosax.dk. In order to better understand the content of your request, 
we may ask you to fill out the necessary forms, as well as provide us with an identity document 
or other information (e.g., verify your identity with an electronic signature) that would help us 
verify your identity. Upon submission of a request by e-mail, depending on its contents, we 
may ask you to come to us or provide your request in writing. You can also send your request 
by mail to our registered office, or by directly coming to our registered office. 

6.5. Upon receipt of your request or instruction regarding the processing of Personal Data, we will 
provide a response thereto within 1 month from the date of the request, and perform the 
actions specified in the request, or inform you why we refuse to perform them. If necessary, 
the specified period may be extended for 2 more months depending on the complexity and 
number of requests. In this case, we shall inform you about such extension within 1 month from 
the receipt of the request. 

6.6. If Personal Data is deleted at your request, we will only keep copies of the information that is 
necessary to protect our legitimate interests and those of others, comply with the obligations 
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of public authorities, resolve disputes, identify disruptions, or comply with any agreements that 
you have entered into with us. 
 

7. WILL WE SEND YOU NEWS?  
7.1. With your consent, we may use your Personal Data for direct marketing purposes to send you 

newsletters, offers and information about our services that we believe may be of interest to 
you.  

7.2. News can be sent by e-mail. Your contact details may be passed on to our partners/processors 
who provide us with news delivery or quality assessment services. 

7.3. After sending the newsletter, we may collect information about the people who received it, 
e.g., which message was opened, what links were clicked, etc. Such information is collected in 
order to offer you relevant news tailored to your needs. 

7.4. Even if you have given your consent to the processing of your Personal Data for direct marketing 
purposes, you can easily withdraw this consent at any time regarding all or part of your Personal 
Data. To do this, you can: 

7.4.1. notify us of the withdrawal in the manner specified in the electronic notifications and/or 
offers (for example, by clicking on the "unsubscribe" link in the newsletter, etc.); or 

7.4.2. send us a message to the e-mail address provided in this Privacy Policy. If you request to 
withdraw your consent in this manner, we may ask you to verify your identity. 

7.5. If you withdraw your consent, we will make every effort to immediately stop sending our news 
to your contact details. Withdrawal of consent shall not automatically oblige us to delete your 
Personal Data or provide you with information about the Personal Data that we process, 
therefore you should make a separate request regarding these actions. 

7.6. Our advertising partners use various mobile and internet cookies in order to show you 
personalized advertisements that would be relevant to you. Personalized ads will be shown to 
you only with your consent. Advertising personalization cookies are used to measure a group, 
activate contextual advertising, and/or target campaigns. We do not control these third-party 
tracking technologies and their use. Third-party cookies are regulated by the privacy policies 
of third parties. You can refuse the use of personalized cookies by changing your browser 
settings or otherwise as described in Section 9 of the Privacy Policy.  

 
8. HOW DO WE PROTECT YOUR PERSONAL DATA? 
8.1. Your Personal Data is processed responsibly and securely, and is protected from loss, 

unauthorized use, and alteration. We have implemented physical and technical measures (such 
as controlled accesses, data sharing restrictions, use of passwords, identity verification, 
protection against viruses or malware, data protection documentation, etc.) to protect the 
information that we collect from accidental or unlawful destruction, damage, alteration, loss, 
disclosure, or any other unlawful processing. The security measures for Personal Data are 
determined by taking into account the risks arising from the processing of Personal Data. 

8.2. Our employees have undertaken in writing not to disclose or distribute your Personal Data to 
third parties and unauthorized persons. 
 

9. HOW DO WE USE COOKIES AND OTHER TRACKING TECHNOLOGIES? 
9.1. Cookies are small text files that store information (often consisting only of a sequence of 

numbers and letters identifying the device, but may also contain other information) which is 
used by your device's (computer, tablet, mobile phone, etc.) browser (e.g., Google Chrome, 
Internet Edge,  Firefox, Mozilla, Opera, etc.) based on its settings, and stored on your device's 
hard drive. The term "cookies" is used in the Privacy Policy to describe cookies and other similar 
technologies, for example, Pixel Tags, Web Beacons, and clear GIF. The use of cookies ensures 
better and more efficient operation of the Website and Self-service Portal, as well as 
integration with the Social Accounts.  



9.2. We use cookies to analyse information flows and user behaviour, to promote trust and ensure 
security, as well as to ensure the proper functioning of the Website or Self-Service Portal, to 
improve it, to remember your chosen settings, to personalize the content displayed to you, and 
to link the Website with the Social Accounts. 

9.3. You can choose whether you want to accept cookies. If you do not agree to cookies being stored 
on the browser of your computer or other device, you can mark this in the cookie consent 
banner, change the settings of the browser you are using, and disable cookies (all at once or 
one at a time, or in groups). To opt out of cookies on your mobile device, you must follow the 
official instructions for that device. Please note that in some cases opting out of cookies may 
slow down your browsing speed, limit certain Website or Self-Service Portal functionalities, or 
block access to the website or Self-Service Portal. For more information, visit 
http://www.AllAboutCookies.org or https://www.google.com/privacy_ads.html. 

9.4. You may disable the use of third-party cookies for advertising purposes by visiting the Network 
Advertising page at http://www.networkadvertising.org/managing/opt_out.asp.  

9.5. We may use strictly necessary cookies that are required for the operation of the Website or 
Self-Service Portal, as well as analytical cookies and functional cookies to analyse the traffic 
of the Website or Self-Service Portal, memorize user preferences, and adapt them for the 
Website or Self-Service Portal to improve its functionality, performance cookies, third-party 
cookies used by third parties, and advertising cookies designed to show you personalized and 
general advertisements.  

9.6. We use the following cookies on our Website: 
Category: Necessary (8) 

Necessary cookies help make a website usable by enabling basic functions like page navigation and access to 
secure areas of the website. The website cannot function properly without these cookies. 

COOKIE NAME PROVIDER TYPE EXPIRY PROPOSE 
bscookie linkedin.com HTTP 1 year Cookie purpose description: This cookie is 

used to identify the visitor through an 
application. This allows the visitor to login 
to a website through their LinkedIn 
application for example. 

CONSENT youtube.com HTTP 2 years Used to detect if the visitor has accepted 
the marketing category in the cookie 
banner. This cookie is necessary for GDPR-
compliance of the website. 

CookieConsent nikosax.com HTTP 1 year Stores the user's cookie consent state for 
the current domain 

hex (32) nikosax.com HTTP Session Used to manage server calls to the website's 
backend systems. 

li_gc linkedin.com HTTP 179 days Stores the user's cookie consent state for 
the current domain 

rc::a google.com HTML Persistent This cookie is used to distinguish between 
humans and bots. This is beneficial for the 
website, in order to make valid reports on 
the use of their website. 

rc::c google.com HTML Session This cookie is used to distinguish between 
humans and bots. 

test_cookie doubleclick.net HTTP 1 day Used to check if the user's browser supports 
cookies. 

 

Category: Preferences (3) 

Preference cookies enable a website to remember information that changes the way the website behaves or 
looks, like your preferred language or the region that you are in. 

COOKIE NAME PROVIDER TYPE EXPIRY PROPOSE 
lang ads.linkedin.com HTTP Session Remembers the user's selected language 

version of a website 

http://www.allaboutcookies.org/
http://www.google.com/privacy_ads.html
http://www.networkadvertising.org/managing/opt_out.asp


lang linkedin.com HTTP Session Necessary for maintaining language-settings 
across subpages on the website. 

lidc linkedin.com HTTP 1 day Registers which server-cluster is serving the 
visitor. This is used in context with load 
balancing, in order to optimize user 
experience. 

 

 

Category: Statistics (12) 

Statistic cookies help website owners to understand how visitors interact with websites by collecting and 
reporting information anonymously. 

COOKIE NAME PROVIDER TYPE EXPIRY PROPOSE 
_ga nikosax.com HTTP 2 years Registers a unique ID that is 

used to generate statistical 
data on how the visitor uses the 
website. 

_gat nikosax.com HTTP 1 day Used by Google Analytics to 
throttle request rate 

_gid nikosax.com HTTP 1 day Registers a unique ID that is 
used to generate statistical 
data on how the visitor uses the 
website. 

_hjAbsoluteSessionInProgress nikosax.com HTTP 1 day This cookie is used to count how 
many times a website has been 
visited by different visitors - 
this is done by assigning the 
visitor an ID, so the visitor does 
not get registered twice. 

_hjFirstSeen nikosax.com HTTP 1 day This cookie is used to determine 
if the visitor has visited the 
website before, or if it is a new 
visitor on the website. 

_hjIncludedInPageviewSample nikosax.com HTTP 1 day Used to detect whether the 
user navigation and interactions 
are included in the website’s 
data analytics. 

_hjIncludedInSessionSample nikosax.com HTTP 1 day Registers data on visitors' 
website-behaviour. This is used 
for internal analysis and 
website optimization. 

_hjSession_# nikosax.com HTTP 1 day Collects statistics on the 
visitor's visits to the website, 
such as the number of visits, 
average time spent on the 
website and what pages have 
been read. 

_hjSessionUser_# nikosax.com HTTP 1 year Collects statistics on the 
visitor's visits to the website, 
such as the number of visits, 
average time spent on the 
website and what pages have 
been read. 

_hjTLDTest nikosax.com HTTP Session Registers statistical data on 
users' behaviour on the website. 
Used for internal analytics by 
the website operator. 

AnalyticsSyncHistory linkedin.com HTTP 29 days Used in connection with data-
synchronization with third-party 
analysis service. 

e.gif albacross.com Pixel Session Used to distinguish between 
different users coming from the 
same IP-address. 



 

Category: Marketing (12) 

Marketing cookies are used to track visitors across websites. The intention is to display ads that are relevant 
and engaging for the individual user and thereby more valuable for publishers and third party advertisers. 

 

COOKIE NAME PROVIDER TYPE EXPIRY PROPOSE 
_gcl_au nikosax.com HTTP 3 months Used by Google AdSense for 

experimenting with advertisement 
efficiency across websites using their 
services. 

ads/ga-audiences google.com Pixel Session Used by Google AdWords to re-engage 
visitors that are likely to convert to 
customers based on the visitor's online 
behaviour across websites. 

anj adnxs.com HTTP 3 months Registers a unique ID that identifies a 
returning user's device. The ID is used 
for targeted ads. 

bcookie linkedin.com HTTP 1 year Used by the social networking service, 
LinkedIn, for tracking the use of 
embedded services. 

IDE doubleclick.net HTTP 1 year Used by Google DoubleClick to register 
and report the website user's actions 
after viewing or clicking one of the 
advertiser's ads with the purpose of 
measuring the efficacy of an ad and to 
present targeted ads to the user. 

nQ_cookieId nikosax.com HTTP 1 year Sets a unique ID for a specific visitor. 
This ID can be used to recognize the 
visitor upon re-entry and implement 
any preference choices made. The 
cookie also allows the website to track 
the visitor on multiple websites for 
marketing purposes. 

nQ_userVisitId nikosax.com HTTP 1 day Sets a unique ID for a specific visitor. 
This ID can be used to recognize the 
visitor upon re-entry and implement 
any preference choices made. The 
cookie also allows the website to track 
the visitor on multiple websites for 
marketing purposes. 

pagead/1p-user-list/# google.com Pixel Session Tracks if the user has shown interest in 
specific products or events across 
multiple websites and detects how the 
user navigates between sites. This is 
used for measurement of 
advertisement efforts and facilitates 
payment of referral-fees between 
websites. 

UserMatchHistory linkedin.com HTTP 29 days Ensures visitor browsing-security by 
preventing cross-site request forgery. 
This cookie is essential for the security 
of the website and visitor. 

uuid2 adnxs.com HTTP 3 months Registers a unique ID that identifies a 
returning user's device. The ID is used 
for targeted ads. 

VISITOR_INFO1_LIVE youtube.com HTTP 179 days Tries to estimate the users' bandwidth 
on pages with integrated YouTube 
videos. 

YSC youtube.com HTTP Session Registers a unique ID to keep statistics 
of what videos from YouTube the user 
has seen. 

 



Category: Unclassified (2) 

Unclassified cookies are cookies that we are in the process of classifying, together with the providers of 
individual cookies. 

COOKIE NAME PROVIDER TYPE EXPIRY PROPOSE 
GEO_country_code nikosax.com HTTP 1 day Unclassified 
GEO_country_code_hash nikosax.com HTTP 1 day Unclassified 

 

 

9.7. We use the following cookies on our Self-service portal: 

Necessary (3) 

Necessary cookies help make a Self-service Portal usable by enabling basic functions like page navigation and 
access to secure areas of the Self-service Portal. The Self-service Portal cannot function properly without these 
cookies. 

Name Provider Type Expiry Purpose 
.AspNetCore.Antiforgery.# client.ebvfinance.com Session HTTP 

Cookie 
Helps prevent Cross-Site Request 
Forgery (CSRF) attacks. 

CookieConsent Cookiebot 1 year HTTP 
Cookie 

Stores the user's cookie consent 
state for the current domain 

.AspNetCore.Culture ebvfinance.com 14 days HTTP 
Cookie 

Used to remember the selected 
language. 

.AspNetCore.Identity.Application ebvfinance.com 14 days HTTP 
Cookie 

Stores the user's cookie consent 
state for the current domain. 

 

 

Statistics (2) 

Statistic cookies help Self-service Portal owners to understand how visitors interact with Self-service Portal  by 
collecting and reporting information anonymously. 

Name Provider Expiry Type Purpose 
_ga client.ebvfinance.com 2 years HTTP Cookie Registers a unique ID that is used to generate 

statistical data on how the visitor uses the Self-
service Portal. 

_ga_# client.ebvfinance.com 2 years HTTP Cookie Used by Google Analytics to collect data on the 
number of times a user has visited the Self-service 
Portal as well as dates for the first and most 
recent visit. 

 

 
9.8. We also use the following products and tools to record cookies: 
Google 
Analytics 

Analyses the use of the Website or Self-service Portal, creates reports, helps to 
plan and forecast the activities of the Website or Self-service Portal. Collected 
data is typically transmitted and stored on a Google Inc. server in the United 
States. You can prevent Google Analytics from analysing your information by 
changing your browser settings. In this case, you will receive an opt-out cookie. 
However, if you delete all cookies, the opt-out cookie may also be deleted.  You 
can also prevent Google from capturing data by installing a browser plug-in from 
https://tools.google.com/dlpage/gaoptout?hl=en. 

 
10. CONTACT US 
10.1. If you have any questions regarding the information provided in this Privacy Policy, please 

contact us via e-mail info@nikosax.dk or by phone +370 (628) 11111.  

https://tools.google.com/dlpage/gaoptout?hl=en
file://srv1/TRINITIJUREX/01.%20KLIENTAI/EBV%20Finance/2.%20Ne%20gin%C4%8Dai/BDAR/9.%20Nikosax%20dokumentai/info@nikosax.dk


10.2. If you wish to make a complaint regarding the processing of Personal Data, please do so in 
writing by providing as much information as possible. We will cooperate with you and try to 
immediately resolve any issues. 

10.3. If you believe that your rights have been violated pursuant to the GDPR, you may lodge a 
complaint with our supervisory authority – the Danish Data Protection Agency. More information 
and contact details can be found on the agency's website (https://www.datatilsynet.dk/). We 
aim to resolve any disputes promptly and amicably, therefore we ask you to contact us first.  

 
11. FINAL PROVISIONS 
11.1. We may change this Privacy Policy. We will notify you of any changes on the Website or Self-

service Portal by posting an updated Privacy Policy or by other usual means of communication. 
Amendments or supplements to the Privacy Policy shall become effective from the date the 
Privacy Policy is updated as specified in the Privacy Policy, unless a different effective date is 
specified. 

11.2. If you continue using the Website or Self-service Portal, ordering services, using our Social 
Accounts, and contacting us after the amendment of the terms and conditions of the Privacy 
Policy, this shall confirm that you agree to the amended terms and conditions of the Privacy 
Policy. 

 
Last updated: 2022.12.20  

https://www.datatilsynet.dk/

